Installing and Connecting to the Cisco AnyConnect VPN Client

1. Point your browser to http://sslvpn.usc.edu
2. Enter your USC username and password
3. Choose the appropriate VPN Group Authentication Profile for your location from the GROUP pull-down menu. If you’re not sure, check the ITP FAQ: http://usc.edu/its/vpn/faqs.html
4. Click login

5. Click the **Start AnyConnect** link in your browser window to begin installing the Anyconnect program. If you receive a certificate warning such as the one below, click **Yes** to continue with the installation.
6. Once the installation is complete, you will be automatically connected to USC’s VPN. You should now see the icon located in the system tray that indicates connection. This icon, represented by two green dots and a gold lock, is circled in the image below.
Disconnecting from the Cisco Anyconnect VPN client

1. Right-click the Cisco Anyconnect VPN client icon in your system tray.
2. Select Open
3. From the Cisco Anyconnect VPN client screen, choose Disconnect
Reconnecting to the Cisco AnyConnect VPN Client

1. Click Start, and go to All Programs.
2. Click the Cisco folder to open it.
3. Click the Cisco AnyConnect VPN Client folder to open it. You will see the Cisco AnyConnect VPN Client program in the folder.
4. Click the Cisco AnyConnect VPN Client.
5. On the Cisco AnyConnect VPN Client screen, choose the appropriate VPN Group Authentication Profile for your location from the GROUP pull-down menu.
6. Enter your USC username and password.
7. Click Connect.

Note: This is a condensed version of the guide provided by ITS. If you would like to install the VPN client instead or would like to see a more detailed version of the instructions, please go to the following link: http://www.usc.edu/its/vpn/anyconnect.html